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NAVDENCEN SOUTHWEST INSTRUCTION 6320.5C
Subj:
DEFENSE ENROLLMENT ELIGIBILITY REPORTING SYSTEM (DEERS)

            GUIDELINES 
	Ref:
	(a) DOD DIRECTIVE 1341.1

(b) NAVMEDCOM 6320.3B


	Encl:
	(1) Command DEERS Access procedures




1. Purpose.  To establish procedures for obtaining access to the DEERS database and for accurate and timely verification checks on all “Non-Active Duty” eligible beneficiaries of  Naval Dental Center Southwest following reference (a) and (b).

2. Cancellation.  NAVDENCLINICINST 6320.5B.

3. Background.  The Defense Enrollment Eligibility Reporting System (DEERS) is a computer based collection and processing system designed to verify the eligibility of all beneficiaries utilizing the services of the Naval Dental Center Southwest.  Eligible personnel entitled to Uniform service Benefits include:  Active duty members, retirees, dependents and survivors of the United States Army, Navy, Marine Corps, Air Force, Coast Guard, Commissioned Corps of the Public Health Service, and the Commissioned Corps of the Public Health Service, and the Commissioned Corps of the National Oceanic and Atmospheric Administration.  DEERS has a C-2 (Discretionary Protection, Level 2) security system.  This requires commands accessing the DEERS database, by any method, to designate a DEERS Site Security Manager and to register all authorized users with DEERS.

4. Responsibilities
     a.  Command DEERS Security Manager.  The Head, Management Information Department, is designated as the DEERS Site Security Manager and shall be appointed in writing by the Commanding Officer.  The manager authorizes and monitors access to DEERS by users within the command. Responsibilities include receipt and processing of emailed new user requests from Branch Directors or Senior Enlisted Leaders (SEL).  User management will be conducted via web-based Government Inquiry of DEERS (GIQD).

      b.  Branch Senior Enlisted Leaders (SEL) shall familiarize themselves with this instruction and reference (a).  Additionally, they shall ensure the integrity of the DEERS Security System at their site, utilizing enclosure (1) as a guide.  They shall make changes to the authorized user lists as necessary by email to DEERS Security Manager..

     c.  Authorized Users:  Only persons in possession of an authorized ID Code may access the DEERS database.  Notify the DEERS Site Security Manager immediately, via chain of command, if a code is compromised.

5.  Action
a. Eligibility checks shall be performed at Dental Treatment Facilities to determine whether the beneficiary is eligible for treatment.

b. DEERS checks will be performed online via GIQD web page.

     b.  Active duty members in possession of a valid ID card are exempted from DEERS eligibility verification checking at DTF’s.

     c.  Dependents shall have a DEERS eligibility verification check conducted upon presentation for evaluation or treatment.  This DEERS eligibility shall be considered valid for 30 days if, when the check is conducted, the period of eligibility extends beyond 30 days.  A 30-day period eligibility check may be accomplished by computer terminal or over the phone.

     d.  Checks on retired members are valid for one year.

     e.  If the patient is enrolled but there are errors, or if the patient is not enrolled, the sponsor must proceed to the nearest Personnel Support Detachment office to update DD Form 1172.

     f.  Each branch clinic is required to comply with reference (b) in documenting dates and results of each inquiry on the SF 603.

     g.  Any difficulties in verification procedures will be brought to the attention of DMDC Support Center 1-800-372-7437 or 1-800-538-9522.  
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                                    COMMAND DEERS ACCESS PROCEDURES
1. Introduction.  In order to gain access to the Defense Enrollment Eligibility Reporting System (DEERS) data base, commands must have a Site Identification (ID) number, and User ID codes and passwords.  These three unique codes are used to improve security and enhance integrity of the DEERS Security Maintenance Officer. 

2. Definitions 
a.  Site Identification (ID).  This is a unique six-digit code assigned to each DEERS user command on a permanent basis to provide identification of the command accessing the DEERS  database.  The command Site ID is 171295.

b. User ID Codes.  This is a unique seven character (1 letter and 6 digits) code assigned permanently to individuals authorized access to the DEERS database.

3. Requesting DEERS Access Codes
a. Initial User ID Codes are obtained by Branch Director or Senior Enlisted Leader sending an email to command DEERS Security Manager, indicating the full name, rank, and social security number (SSN) of individual requiring DEERS access. 

b. Subsequent changes of command authorized users of the DEERS data base are reported to the DEERS Security Manager.

4.  User Passwords.  Passwords are for the intended user only and will be required to be changed on a periodic basis.

5. Code Comprise.  In the event a security access code is compromised, it is the clinic’s responsibility to notify the command DEERS Site Security Manager who will then revoke the account.

6. Verification Audits.  Semi-annually on 1 February and 1 August, the Command DEERS Security Manager shall verify those persons authorized access to the DEERS database.  This will be conducted online via the GIQD website.

7. Cancellation of Site ID.  When the command is decommissioned or disestablished and/or access to the DEERS database is no longer required, remove and submit NAVPERS 1750/22 (1086), DEERS Security File Deletion Letter, Appendix D, to be deleted from the DEERS Security File.
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